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Abstract: The QoS Notification Control with Alternative QoS Profiles over user plane is proposed to enable fast exposure to the application layer. 
1. Introduction
In the approved FS_XRM_Ph2, one objective is to further enhance the network exposure, especially the QoS Notification Control over user plane as following.
WT#4 Network exposure: 
· Study whether and how XR related network capability/information (e.g. if the QoS profile requested by AF cannot be met, network can indicate the alternative QoS profile) can be exposed towards the application layer.
This paper intends to propose the solution for the QoS Notification with Alternative QoS Profiles over user plane to enable fast rate/codec adaptation for the application layer. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104883059][bookmark: _Toc113426207][bookmark: _Toc117496632][bookmark: _Toc122517854]6.X	Solution #X: Exposure of QoS Notification Control with Alternative QoS Profile via User Plane
[bookmark: _Toc104883060][bookmark: _Toc113426208][bookmark: _Toc117496633][bookmark: _Toc122517855]6.X.1	Key Issue mapping
The solution addresses Key Issue #Y: Enhanced Network Exposure.
[bookmark: _Toc104883061][bookmark: _Toc113426209][bookmark: _Toc117496634][bookmark: _Toc122517856]6.X.2	Description
In Rel-17 and Rel-18, 5GS is able to expose some information (congestion information, latency, data rate) via a shortcut path, i.e., via UPF, to the AF. This allows the application with low latency requirements to adjust more quickly and efficiently according to the network status in real time. However, current QoS Notification Control (together with the Alternative QoS Profiles) provides more detailed QoS parameters that RAN can fulfilled. However currently Alternative QoS Profiles can only be notified to AF via control plane. Given the fact that the control plane NFs (SMF/PCF/NEF) are deployed in a central way while the services with low latency requirement need to be deployed locally, current exposure of alternative QoS profiles causes high latency and additional signals to SMF/PCF/NEF.
In this solution, the QoS Notification Control (QNC) together with the Alternative QoS Profile(s) is to be exposed from 5GS to AF via the user plane in figure 6.X.2-1:
-	The AF provisions the Alternative QoS Requirements together with the direct exposure indication to trigger the direct exposure of QNC with Alternative QoS Profile via the user plane.
-	The PCF, based on the AF input or local configuration, generates the PCC rule with the Alternative QoS Parameter Sets and sends it to SMF.
-	The SMF provides the RAN with the Alternative QoS Profiles and activates the QoS Notification Control via the user plane. Besides, the SMF also instructs the UPF to detect the potential QNC with the reference to the proper Alternative QoS Profile in the GTP-U header of the UL packets and further expose to the AF.
-	When the GFBR can no longer (or can again) be guaranteed, RAN sends the notification together with the reference to the matching Alternative QoS Profile with the highest priority to AF via the UPF.


Figure 6.43.2-1: Event exposure framework
[bookmark: _Toc104883062][bookmark: _Toc113426210][bookmark: _Toc117496635][bookmark: _Toc122517857]6.43.3	Procedure for exposure of QNC with reference to Alternative QoS Profile via User Plane


Figure 6.43.3-1: Enhanced Event exposure to AF via user plane
1.	AF may send AFSessionWithQoS Create request to subscribe the events notifications:
	(a). Alternative QoS Requirements
	(b). QoS Notification Control (QNC) information: AF sends this subscription message to request that 5GS sends the QNC information to indicate whether the GFBR can no longer (or can again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow and also the reference to the matching Alternative QoS Profile with the highest priority.
	(c). Direct Exposure Indication, which indicates to exposure the QNC with reference to the matching Alternative QoS Profile with the highest priority via UPF directly.
Editor’s Note: Whether the legacy QoS Notification Control from RAN to SMF via AMF is still needed is FFS.
2.	NEF performs the necessary authorization control.
3.	NEF uses the Npcf_PolicyAuthorization_Subscribe request message to send the AF request information to the PCF to generate the SM policy with the events notifications and the corresponding PCC rule with Alternative QoS Parameter Sets.
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Subscribe request to interact directly with PCF to subscribe the above notifications.
4.	PCF sends the PCC rule to SMF by Npcf_SMPolicyControl_UpdateNotify request.
5.	SMF sends the Alternative QoS Profiles and enables the Notification in NG-RAN by N2 message via AMF, which instructs NG-RAN to send the Notifications to UPF via the GTP-U header if the NG-RAN determines that the GFBR, the PDB or the PER of the QoS profile cannot be fulfilled.
6.	SMF instructs the UPF by N4 session modification request to detect the notification(s) in the GTP-U header of UL packets and expose the notifications received by RAN to AF.
7.	If the NG-RAN determines that the GFBR, the PDB or the PER of the QoS profile cannot be fulfilled, RAN sends the notifications to UPF via the UL GTP-U header together with the reference to the matching Alternative QoS Profile with the highest priority. If there is no UL packet available, the RAN may generate a dummy UL packet for such a reporting. 
NOTE:	To avoid the impact of packet loss in N3, a small number of UL (dummy) packets can be used to carry the notifications.
8.	UPF exposes the Notification that "GFBR can no longer be guaranteed" to AF together with the reference to the matching Alternative QoS Profile with the highest priority via the Nupf_EventExposure.
[bookmark: _Toc104883063][bookmark: _Toc113426211][bookmark: _Toc117496636][bookmark: _Toc122517858]6.43.4	Impacts on services, entities and interfaces
AF:
-	provide the Direct Exposure Indication together with the Alternative QoS requirements to trigger exposure of the QoS Notification Control with the reference to proper alternative QoS profiles via the user plane.
UPF:
-	exposes the Notification that "GFBR can no longer be guaranteed" to AF together with the reference to the matching Alternative QoS Profile with the highest priority.
-	detect the notification together with the reference to the matching Alternative QoS Profile with the highest priority in the GTP-U header in the UL packets or dummy packets.
-	receive instruction to detect and expose the notification together with the reference to the proper Alternative QoS Profile.
RAN:
-	Sends the notifications that "GFBR can no longer be guaranteed" and the reference to the matching Alternative QoS Profile with the highest priority to UPF via GTP-U header.
* * * * End of changes * * * *
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